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Find out more about our Microsoft Surface bundles and services.
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HOW TO PROTECT
BUSINESS LEADERS
FROM ENDPOINT
SECURITY BREACHES
WITH MICROSOFT
SURFACE
Are you putting your organisation at risk?

With the adoption of hybrid 
working, business leadersare 
now more exposed than ever, 
and are the most likely to fall 
victim to security breaches, 
potentially costing your 
organisation millions.

The world has changed, and hybrid working is fast becoming the 
new reality. But are organisations ready? Whether you are a 
business leader, IT decision maker, or a frontline worker – or in 
any role in between – you need to ensure that both you and your 
users are able to maximise mobility and adapt to the specific 
demands of each role as they arise.

How? Shore up your organisation’s tech vulnerabilities, while fully 
capitalising on the opportunities that are now emerging, with 
secure, always connected and completely mobile devices.

MOBILITY PRODUCTIVITY SECURITY
Microsoft’s LTE Surface range has built in 
mobile-connectivity so you can work from 
anywhere, without dependence on Wi-Fi or 
tethering.

Daisy can offer 4G unlimited data across 
the Microsoft LTE Surface range from only 
£15pcm.

All Surface devices are designed to work 
natively with Microsoft 365 productivity 
tools, including Microsoft Teams, OneDrive, 
Windows Virtual Desktop or Dynamics 365 
Connected Field Services and line of 
business applications.

Daisy can offer a range of managed 
Microsoft 365 solutions and licences to 
meet your requirements.

All Surface devices are inherently secure 
and held to the same high standards of all 
Microsoft products. By partnering with 
leading anti-virus and next-generation 
endpoint protection providers, Daisy can 
keep your endpoints secure.

With Security Optimisation, part of our 
Microsoft 365 Management service, Daisy 
can help review, report and manage the 
security of such a complex platform 
including Intune, EMS and Defender ATP.

is the cost of the average 
security breach which takes 
280 days to identify and 
contain1, so it pays to keep 
your business leaders secure.

£2.74m

of business leaders put their 
organisation’s security at risk 
whilst on the move to 
improve their productivity2.

76%
of business leaders say that 
security limits the usability of 
device, harming productivity2.

62%

Source: 1. Cost of a Data Breach Report   2. Trouble at the top

Empowering you to work
securely from anywhere SAFETY AND SECURITY FOR YOUR BUSINESS

ACROSS THE MICROSOFT STACK

• Organisations with Surface device users could reduce 
the number of security breaches they experienced 
annually by about 20%*

• C-suite is the most likely to forget or need help with 
resetting their passwords,costing organisations around 
£42.5k on resets (39% of the total cost ITDMs report 
on password resets across their business)

• IT departments saved an average of 4 hours for each 
Surface device deployed

• Surface devices with built-in eSIM and Microsoft 
security technology provide robust data protection and 
safety no matter where your workers are located.

Stay connected with LTE 
devices which last a full 
workday on one charge 
so you can move 
seamlessly between 
offsite and the office.

Maximise productivity 
with a device which 
works natively and 
securely with the 
Microsoft 365 suite and 
other applications.

Stay secure with Windows 
Hello biometric 
authentication, LTE 
connectivity and Microsoft 
UEFI to keep you secure 
wherever you are.

Benefits of a Microsoft Surface device
deployed and managed by Daisy

1  CONNECTION PROTECTION
A consistent, secure and dedicated connection 
on the Surface range ensures that no data is 
exposed on unsecure public Wi-Fi networks.

2  ROCK SOLID SECURITY AND BIOMETRIC 
AUTHENTICATION
The Surface range is Microsoft secure across 
the stack. The user is the password with 
AI-based biometric security using Windows 
Hello, meaning fast, secure and reliable 
password-less access. Built for modern security 
on Microsoft 365 using Advanced Threat 
Analytics and Surface Enterprise Management 
Mode.

3  SIMPLE DEPLOYMENT AND 
COMMISSIONING
Daisy can use cloud-based zero-touch device 
deployment and management via autopilot 
and intune, including remote-wipe, 
decomissioning of devices and lifecycle 
services to safeguard your data.

4  DEPLOYED AND MANAGED BY DAISY
We connect your business challenges to 
technology solutions. Daisy has been a 
Microsoft partner for over 20 years, providing 
devices, deployment, device management, 
Microsoft 365 licences, management options, 
and lifecycle services.

Stay secure and connected with
Daisy for a low monthly fee
Daisy can provide you with Microsoft Surface 
devices for a low monthly fee. Stay connected 
and secure wherever you work, with our 
Microsoft Surface bundle with unlimited 4G data 
and mobile device management, from only 
£35.92pcm.

- Microsoft Surface device from £20.92pcm
- 30 day free trial of Daisy Mobile Device 

Management
- 4G unlimited data from £15pcm

Optional Extras
Microsoft 365 licences with Intune and   
Autopilot Microsoft 365 Management.

Pricing indicative only. Subject to terms and
conditions. Visit the webpage for more information.

https://www.capita.com/sites/g/files/nginej291/files/2020-08/Ponemon-Global-Cost-of-Data-Breach-Study-2020.pdf
https://www.ivanti.com/company/history/mobileiron?miredirect
https://daisyuk.tech/microsoft-surface/
https://daisyuk.tech/microsoft-surface/



